

**SPECIALISTA NA KYBERNETICKÉ HROZBY**

hledá vhodné uchazeče na pozici

*V případě zájmu o zařazení do výběrového řízení zašlete* ***strukturovaný životopis*** *s****motivačním dopisem*** *a vyplněným* ***vstupním dotazníkem*** *na e-mailovou adresu:* ***personal@bis.cz***

*nebo na kontaktní adresu: Personální odbor, P.O. BOX 1, 150 07 Praha*

**Co práce obnáší?**

* Získávání a zpracování informací v oblasti kybernetických útoků nebo jiných kybernetických hrozeb,
* Intenzivní spolupráce v mezinárodním prostředí,
* Možnost specializace na OSINT, získávání digitálních stop, analýzu malware, forenzní postupy.

**Ideální uchazeč by měl mít:**

* Minimálně Bc. vzdělání (nemusí být v oblasti ICT, nebo SŠ - možnost uplatnění jako pomocný analytik).
* znalost AJ na úrovni B1,
* zkušenosti v IT na úrovni pokročilého uživatele,
* znalost principů kybernetické bezpečnosti,
* analytické myšlení, cit pro detail.

**Výhodou může být:**

* Orientace v oblasti CTI (Cyber Threat Intelligence),
* předchozí zkušenost s analýzou nebo vyšetřováním kybernetických útoků,
* zkušenost s forenzními postupy,
* zájem o taktiky, techniky a postupy APT aktérů ohrožujících ČR.

**Nabízíme**:

* Zajímavou, zodpovědnou a smysluplnou práci v oblasti bezpečnosti a ochrany zájmů ČR
* Vstupní školení na danou problematiku, následná pravidelná školení
* Perspektivní zázemí státní organizace
* Místo výkonu **Praha**

Více informací na [www.bis.cz/kariera](http://www.bis.cz/kariera)

Bezpečnostní informační služba